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# 安全功能强度分析

　　弱口令一直是数据泄露的一个大症结，因为弱口令是最容易出现的也是最容易被利用的漏洞之一。所谓弱口令就是非常简单的密码，比如“admin、123456、888888”等等。这类密码因为很方便记忆，所以被大量使用，但是也非常容易让他人猜测到，更容易被黑客暴力破解。

弱口令破解主要有两种方法：字典破解和暴力破解。

字典破解是指通过破解者对管理员的了解，猜测其可能使用某些信息作为密码，例如其姓名、生日、电话号码等，同时结合对密码长度的猜测，利用工具来生成密码破解字典。如果相关信息设置准确，字典破解的成功率很高，并且其速度快，因此字典破解是密码破解的首选。

暴力破解是指对密码可能使用的字符和长度进行设定后（例如限定为所有英文字母和所有数字，长度不超过8），对所有可能的密码组合逐个实验。随着可能字符和可能长度的增加，存在的密码组合数量也会变得非常庞大，因此暴力破解往往需要花费很长的时间，尤其是在密码长度大于10，并且包含各种字符（英文字母、数字和标点符号）的情况下。

所以防火墙应具备高强度密码策略，高强度密码规则参考：至少包含大写字母、小写字母、数字、符号中至少三种，至少8位以上。

# 2.脆弱性分析

## 2.1 TCP 端口443

功能：该端口是防火墙的Web界面默认管理端口；

脆弱性：对TOE不构成威胁；

说明：防火墙默认开放的443端口有3层防护：

* 1. 使用SSL协议，即必须使用https登录方式；
  2. 必须有防火墙的数字证书；
  3. 连接443的IP必须是防火墙指定的管理主机地址，否则该连接将被拒绝；

## 2.2 TCP端口80

功能：该端口是防火墙的web管理端口；

脆弱性：对TOE不构成威胁；

说明：防火墙80端口有3层防护：

1. 必须使用HTTP协议才能登录；
2. 防火墙必须开启HTTP登录方式，否则80端口默认不开放；
3. 连接80的IP必须是防火墙的管理主机地址，否则该连接将被拒绝；

## 2.3 TCP端口22

功能：该端口是防火墙的命令行管理端口；

脆弱性：对TOE不构成威胁；

说明：防火墙22端口有3层防护：

1. 必须使用SSH协议才能登录；
2. 防火墙必须开启SSH登录方式，否则22端口默认不开放；
3. 连接22的IP必须是防火墙的管理主机地址，否则该连接将被拒绝；

## 2.4 TCP端口23

功能：该端口是防火墙的命令行管理端口；

脆弱性：对TOE不构成威胁；

说明：防火墙23端口有3层防护：

1. 必须使用TELNET协议才能登录；
2. 防火墙必须开启TELNET登录方式，否则23端口默认不开放；
3. 连接23的IP必须是防火墙的管理主机地址，否则该连接将被拒绝；

## 2.5用户登录口令方式

功能：该端口是防火墙的用户认证端口；

脆弱性：对TOE不构成威胁；

说明：防火墙口令登录方式有如下防护：

1. 防火墙密码连续错误输入5次后，将账号锁定，必须在超时后解锁；
2. 防火墙密码长度不小于8位，且提供数字、字母及特殊符号的组合，密码加密方式传输；

## 2.6 误操作分析

防火墙管理误操作中主要存在以下几种：

1. 异常断电
2. 配置错误
3. 误删除配置

脆弱性：对TOE不构成威胁；

说明：防火墙针对异常情况提供了保存配置及配置导出的功能，当出现误操作或者出现异常情况时，可以重启恢复防火墙正确配置或者导入原先无误的配置。